
 

 

 
 

EMCO Network Malware Cleaner, an intuitive addition to virus removal tools for small, 

medium and large scale networks. That provides fast and efficient virus cleaning facility 

without ease. EMCO Network Malware Cleaner has a large and continuously growing 

virus definitions database and by now it supports over 6000 targeted malware items. 

 

Continues development for the improvement of features of Network Malware Cleaner, 

yield a more powerful version of EMCO Network Malware Cleaner that provides the 

flexibility of creating custom signatures.  This means that you can define your custom 

scan criteria for searching a signature. Built-in Custom Signature builder makes signature 

definitions fast and easy. You can specify a file name or a version of a file, search for 

existence of a directory, registry key exist, registry value exist, registry values/data exist 

or application installed in Add/Remove. You can also set different actions to be taken if a 

selected signature is found on a machine. 

 

This new feature is very useful in case when you need to remove a virus infection 

manually. It could also be helpful when you need to remove some extra file or registry 

settings or directories created by some Adware or some unknown tool. 

 

EMCO Network Malware also enables you to check if a virus protection shield is 

installed on the remote machines or not. The current version of Network Malware 

Cleaner can detect the following virus protection shields: 

 

• Trend 

• Norton 

• McAfee 

• panda 

• ServerProtect 

• AhnLab 

• eTrust 

• Kaspersky 

• Sophos 

• F-Secure 

• F-Prot 

• Authentium 

• BitDefender 

• Norman 

• eSafe 

• AVG 

• Avast 

• Ikarus  

• eScan 

• More… 


